GDPR & HIPAA Compliance Statement

The company processes patient and clinical data exclusively under anonymization and encryption standards that meet GDPR (EU) and HIPAA (US) requirements. Data is retained only for the period necessary to fulfill contractual or regulatory obligations, after which it is securely deleted.

A third-party cybersecurity audit was conducted in Q3 2024, confirming compliance with ISO 27001 standards. No breaches have been reported in the past five years. Regular penetration testing is conducted annually.